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Global URL access control rules (ACLs) are strict allow/deny rules shareable among multiple services
configured on the Barracuda Load Balancer ADC. You can add a new URL ACL or modify an existing
URL ACL.

To add a new global URL ACL, complete the following steps:

Navigate to the SECURITY > Security Policies page and scroll to the Global ACLs section.1.
Click Configure.2.
In the Create Global ACL section, configure the settings associated the new global URL ACL.3.
When you have finished, click Add.4.

To edit an existing global URL ACL, complete the following steps:

Navigate to the SECURITY > Security Policies page and scroll to the Global ACLs section.1.
Click Configure.2.
In the Existing Global ACLs section, click Edit next to the URL ACL you need to modify.3.
In the Edit Global ACL popup window, modify the URL ACL settings as needed.4.
When you have finished, click Save.5.

The URL ACL settings are described in detail in the online help.
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