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From the Security > Security Policies page, you can modify the configuration for the action policy.
The action policy specifies the action to take when a security violation occurs. It specifies the action to
be taken when the Barracuda Load Balancer ADC detects a particular type of web attack.

The following attack groups are available.

advanced-policy-violations
application-profile-violations
header-violations
param-profile-violations
protocol-violations
request-policy-violations
response-violations
url-profile-violations

The configuration for each attack action can be modified by clicking Edit.
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