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The goal in configuring a Barracuda Email Security Gateway is to identify spam without blocking valid
messages. These articles address using custom spam filtering policy on inbound mail as well as
optional, more sophisticated spam identification methods. For information about Spam scoring for
inbound mail, see How Spam Scoring Works.
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