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Release Notes Version 7.8.2
https://campus.barracuda.com/doc/39814778/

The 7.8.2 release has enhancements and fixes exclusively for the Barracuda Web Application
Firewall Vx deployed on Azure and AWS ONLY.

Fixes and Enhancements in 7.8.2

In the Azure cloud deployment, configuration amongst systems can be synchronized in a
active/active cluster of two or more nodes. [BNWF-15475]
In the Azure cloud deployment, the Virtual IP for services is fixed to the WAN IP address and
cannot be changed. [BNWF-15855], [BNWF-15838]
The Barracuda Web Application Firewall now supports REST based APIs for configuration of
Services, Security Policies, Certificates and Clustering. [BNWF-15474]
The “Allowed API IP/Range”, “Operation Mode”, “Addresses” and “Interface for System
Services” modules are not available in the Barracuda Web Application Firewall Vx deployed on
Azure and Amazon Web Services. [BNWF-15902], [BNWF-15911]

The REST API guide can be downloaded here: Barracuda Web Application Firewall REST API Guide.

https://campus.barracuda.com/doc/39814778/
http://campus.barracuda.com/resources/attachments/application/39814778/BWAF_REST_API_Guide.pdf?v=1
https://campus.barracuda.com/doc/39814778/
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