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The Audit Console page displays a detailed breakdown of all events that have been audited within
the system, giving you a full chronological picture of activities such as policies run and user retrievals.
An audit event is a recordable action that took place within the system, for example, an Administrator
modified a particular policy setting. Select from the available filters to search for specific audit event
types. You can further refine the search by adding a date range. Click on an event to view additional
information relating to the selected event.

You can only search audit logs stored on a SQL Server, not in CSV files.

Audit Event Filter

Use this section to specify the types of audit events you want to see and/or the date range over which
they may have been raised. Click Search to find all events matching the entered criteria.

Audit Event List

The Event list displays the audit events matching the filter conditions.

Audit Event Details

This section displays details of the event selected in the list, either as a summary or showing the
underlying properties and values that define the event.
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