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This article describes the current working state for Windows 10 clients using the Barracuda SSL VPN
version 2.6.2 These issues will be addressed in future firmware releases.

Working in Internet Explorer 11 and Edge Browsers

Proxied Web Forwards
Network Places
Client Certificate Authentication

Working in Internet Explorer 11 with Java, or with the Standalone Agent

Tunneled Web Forwards
Applications – including RDP single sign-on)
Client-side NAC – WiFi detection
Client-side NAC – Domain detection
Client-side NAC – MAC address
Client-side NAC – Firewall detection
Client-side NAC – Antivirus detection. Tested with Windows Defender and AVG Free.
Network Places – WebDAV Mapped Drives

Working in Windows 10 outside of the Browser:

IPsec – With manual configuration.
PPTP – With manual configuration.
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