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The BASIC > Updates page displays the current version of the firmware installed on each connected
appliance, including device name and current firmware version, as well as current virus, attack,
security, and GeoIP definitions. If an update is available, a warning icon displays.

Click Check for Updates to determine whether updates are available for any of the connected
devices. Updates display in the Update Repository table.

The Update Repository will not be synced in HA.

If you are managing your appliances through a Barracuda Web Application Firewall Control Center
without direct internet connectivity, you can check for and apply updates to connected devices as
well as the Barracuda Web Application Firewall Control Center using the following steps:

Click Check for Updates to populate the table with any additional updates.1.
Click Download Manifest File to download firmware and definitions to your local system as a2.
.zip file.
Click Import File to upload the manifest to your Barracuda Cloud Control account, and update3.
connected systems.
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