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Step 1: Connect the Barracuda Web Application Firewall to the Network

Contact Barracuda Networks Technical Support for assistance with this step.

In this step, assign the Barracuda Web Application Firewall an IP address for management, and verify
it has access to the Internet as well as to the backend servers it protects.

Ensure it is running the latest firmware and has the latest security definition updates.

For detailed instructions on this step, consult the following Barracuda Campus articles:

Deployment Barracuda Campus Article
Hardware Appliances Step 1: Installing the Barracuda Web Application Firewall
Virtual Appliances Barracuda Web Application Firewall Vx Quick Start Guide
Amazon Web Services (AWS)
Instances

Barracuda CloudGen WAF Deployment and Quick Start Guide for
Amazon Web Services

Microsoft Azure Instances Deploying and Provisioning the Barracuda CloudGen WAF for
Azure

Connect the Barracuda Web Application Firewall to Barracuda Cloud Control

After you connect the Barracuda Web Application Firewall to the network, connect it to Barracuda
Cloud Control as well. Connecting it to Barracuda Cloud Control allows you to control your Barracuda
Web Application Firewall from the cloud, and also allows Barracuda Vulnerability Remediation Service
to apply policy changes to secure your applications. For detailed instructions, refer to How to Set Up

https://campus.barracuda.com/doc/67174869/
https://www.barracuda.com/support/index
http://campus.barracuda.com/doc/4259915/
http://campus.barracuda.com/doc/4259955/
http://campus.barracuda.com/doc/41104663/
http://campus.barracuda.com/doc/41104663/
http://campus.barracuda.com/doc/49056908/
http://campus.barracuda.com/doc/49056908/
http://campus.barracuda.com/doc/24215851/
https://campus.barracuda.com/doc/67174869/
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Barracuda Cloud Control in Barracuda Campus.

Continue to Step 2: Associate Backend Servers

http://campus.barracuda.com/doc/24215851/
http://campus.barracuda.com/doc/67174864/
https://campus.barracuda.com/doc/67174869/
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