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Application DDoS Attacks

The Barracuda Web Application Firewall provides comprehensive protection against application DDoS
attacks. To configure your web application to protect from application DDoS attacks in the Barracuda
Web Application Firewall, see Setting Up Barracuda Active DDoS Prevention.

Volumetric DDoS Attacks

To protect your web applications from volumetric DDoS attacks, enable Barracuda Active DDoS
Prevention. For more information, see Barracuda Active DDoS Prevention.

For more information on DDoS attacks, see Distributed Denial-of-Service (DDoS) Attack - Technical
Description.
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