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To test the Barracuda AI with a simulated spear phishing attack, complete the following steps:

Sign into Impersonation Protection at https://sentinel.barracudanetworks.com/signin.1.
The Spear Phishing Protection page appears. 2.
If you are on a different page, click the menu button at the top left corner of the screen and
select Spear Phishing Protection.
Click TEST AI to send an attack to your own email using one of the templates.3.
Configure the sample spear phishing message, then click SEND NOW.

Check your Junk Email folder. The attack message is moved to your Junk Email folder and you4.
will receive a notification indicating when Barracuda intercepted the attack.

You can visit the Spear Phishing Protection page any time to view attacks across your Microsoft
365 tenant that were sent to Junk Email.
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