
Barracuda WAF-as-a-Service

Components 1 / 2

Components
https://campus.barracuda.com/doc/76284276/

When you set up a new application on Barracuda WAF-as-a-Service, your application is assigned a
default best practices security policy by Barracuda Networks. You can customize this default security
policy by adding components for the features you want to customize.

Once you have added a component, you can configure that feature as needed. Keep in mind that
changing component configuration might reduce the security of your application or even cause
application errors. To restore your system to the best practice configuration at any time, remove the
component in question. You can always add the component again, if needed.

For information on adding and removing components, refer to Adding or Removing a Component.

The following components are available to add to Barracuda WAF-as-a-Service:

 

https://campus.barracuda.com/doc/76284276/
http://campus.barracuda.com/doc/76284717/
https://campus.barracuda.com/doc/76284276/


Barracuda WAF-as-a-Service

Components 2 / 2

© Barracuda Networks Inc., 2024 The information contained within this document is confidential and proprietary to Barracuda Networks Inc. No
portion of this document may be copied, distributed, publicized or used for other than internal documentary purposes without the written consent of
an official representative of Barracuda Networks Inc. All specifications are subject to change without notice. Barracuda Networks Inc. assumes no
responsibility for any inaccuracies in this document. Barracuda Networks Inc. reserves the right to change, modify, transfer, or otherwise revise this
publication without notice.

https://campus.barracuda.com/doc/76284276/

