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 The Audit Log is an audit trail of all administrator activity, including logins, logouts, and changes to
accounts. Use the Search text box to filter on account, user or IP address.

Example

An administrator creates a Blocked Category alert, then changes the email associated with that alert.
In the Audit Log, you can see the actions taken by the administrator:

From the global navigation menu at the top of the page:

Accounts summarizes subscription/licenses, agents deployed, and list of accounts.   
Overview summarizes top blocked accounts and threat statistics.

For more product documentation, see:

Dashboard for BCS
Dashboard for BCS Plus
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