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Barracuda Backup is designed as an easy-to-use, comprehensive data protection solution that
provides protection for hybrid environments that include a mix of physical, virtual, and cloud
technologies.

Barracuda Backup provides protection for:

VMware vSphere, Microsoft Hyper-V, and Nutanix virtual environments
Microsoft Windows, macOS, and Linux operating systems
Network Attached Storage (NAS)
Microsoft Exchange, SQL, and SharePoint applications

Barracuda Backup can be deployed as either a physical appliance—with appliances ranging from 1TB
up to 112TB—or as a virtual appliance (Vx). Barracuda Backup also includes built-in offsite data
replication for disaster recovery to another Barracuda Backup physical or virtual device, purpose-built
Barracuda Cloud Storage, or Amazon Web Services (AWS).

This document library contains a high-level overview of Barracuda Backup, its architecture, features,
and data protection and disaster recovery concepts.
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