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To integrate Barracuda Managed Workplace with Symantec Backup Exec, you must ensure the
following:

The user account for the user working with Symantec Backup Exec through Barracuda Managed
Workplace must have object access to the site where the Backup Exec server exists. (Note that
object access to just the device does not provide access to Symantec Backup Exec.) See
“Setting the Objects a User Account Can Access” in the User Guide or online help.
The role for the user working with Symantec Backup Exec through Barracuda Managed
Workplace must be set up to have permissions to device management, automation and
reporting. By default, Administrators, Technicians and Service Managers are set up with these
permissions. See “Setting Permissions for a Role” in the User Guide or online help.
The Symantec Backup Exec service module requires that the Onsite Manager and any Device
Manager machines have .NET 3.5.1 and PowerShell 2.0 installed. Additionally, for PowerShell,
the execution policy must be set to unrestricted.
You must install the Symantec Backup Exec service module, which contains a policy module
that can either be applied directly to a device, or automatically applied to devices using a policy
set, which relies on the predefined automatic inclusion rules associated with the policy module.
You can apply this service module to multiple devices (the Backup Exec server) at a site. You
can create a service group that contains all the Backup Exec servers at all your sites and then
apply the service module to the group.
Note that it takes about 15 minutes for data to be collected after applying the service module.
See “Using Service Modules” in the User Guide or online help.
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