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Removing Attacks Found during a Barracuda Email Threat Scan
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This article is targeted to users who purchased and set up Impersonation Protection after
running a Barracuda Email Threat Scan.

If you ran a Barracuda Email Threat Scan and found threats, you can delete these threats from your
users' inboxes with a paid subscription to Impersonation Protection.  

To remove threats found during a Barracuda Email Threat Scan:

Navigate to https://sentinel.barracudanetworks.com/cleanup. 1.
Click Delete All Attacks.2.
Confirm that you want to delete the emails from your users' inboxes.3.
The process might take several minutes to complete.
Check the table to ensure that the emails have been removed.4.

Note that if you marked any messages as False Positives, those records will not be deleted along with
the rest of the emails. Refer to False Positives for more information.
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