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Users are more likely to engage with content from a sender they know. Consider using your own
domain or subdomain in your Security Awareness Training campaigns to make them appear more
familiar to your users.

The following articles describe why you might want to use your domain or subdomain for various uses
within Security Awareness Training, along with the required steps:

For related information, refer to Choosing How to Send Training Invitations.

Note: This domain must be reserved for exclusive use with Barracuda Networks' Security
Awareness Training product.
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