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The CloudGen Access Console supports configuring SAML and OIDC as identity providers for enrolling
devices. Barracuda Networks recommends  OIDC for use with Google and Azure.

By default, all CloudGen Access tenants come configured with an email-backed internal identity
provider. Google Workspace is also configured by default. This provider requires no configuration and
will simply send an email to the configured user email address, with a secure link the user must click,
as a form of authentication.

How to Configure SAML 2.0 Configuration
How to Configure Custom OIDC Authentication
How to Configure Okta for Authentication
How to Configure Azure AD Authentication
How to Configure Google Directory Authentication
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