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Log Masking
https://campus.barracuda.com/doc/94537091/

If your application uses parameters/fields that contain sensitive information, like passwords or social
security numbers, that information might be present in the log files. Use Log Masking to replace
sensitive data with XXX in the Access and Firewall logs. The sensitive information is not stored. 

To omit field names from your logs:

Enter the name of a field you want to omit from your logs. Be sure to enter the name exactly as1.
it is spelled in your application (e.g., creditcard and not credit-card).
For each additional field, click the plus button and repeat Step 1.2.

To include a field in the logs, delete it from this list. 
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