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The Barracuda Web Application Firewall currently supports the following Identity Providers (IdPs)::

ADFS
Azure Active Directory
Ping Identity

In the clustered environment:
-- On the hardware and local virtual machines (VMs), SP entity ID and hostname configuration
will not synchronize across peers.
-- For cloud VMs, the entire configuration gets synchronized across all instances.

In this section

How to Set Up Azure Active Directory Integration for the Barracuda Web Application Firewall
Management Access
How to Set Up ADFS IdP Integration for the Barracuda Web Application Firewall Management
Access
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