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CloudGen Firewall F-Series models equipped with a Wi-Fi interface can provide up to three
independent Wi-Fi networks that are compliant with the IEEE 802.11b/g/n standard and that offer
strong WPA and WPA2 encryption. Configuration and administration of the Wi-Fi network is fully
integrated in the Barracuda Networks security concept.

For more information, see How to Configure a Wi-Fi Network.

Wi-Fi Guest Access

You can configure the Wi-Fi network to be used as a guest network with either a confirmation page or
a guest ticketing system.

For more information, see How to Configure Wi-Fi Guest Access. 

RADIUS/EAP Configuration for Wi-Fi Authentication

For large networks, you can configure a RADIUS and EAP server to handle user authentication.

For more information, see How to Configure a RADIUS/EAP Server for Wi-Fi Authentication.

https://campus.barracuda.com/doc/96026036/
http://campus.barracuda.com/doc/96026038/
http://campus.barracuda.com/doc/96026037/
http://campus.barracuda.com/doc/96026039/
https://campus.barracuda.com/doc/96026036/


Barracuda CloudGen Firewall

Wi-Fi 2 / 2

© Barracuda Networks Inc., 2024 The information contained within this document is confidential and proprietary to Barracuda Networks Inc. No
portion of this document may be copied, distributed, publicized or used for other than internal documentary purposes without the written consent of
an official representative of Barracuda Networks Inc. All specifications are subject to change without notice. Barracuda Networks Inc. assumes no
responsibility for any inaccuracies in this document. Barracuda Networks Inc. reserves the right to change, modify, transfer, or otherwise revise this
publication without notice.

https://campus.barracuda.com/doc/96026036/

