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The Barracuda Site Security Scanner scans Windows sites only. Linux and Apple devices are
discovered, but are automatically excluded from the scan. They are considered unknown
devices.

Before you run a security scan, you need the following:

An installed and functioning version of Barracuda Site Security Scanner. Click this link to install
the Barracuda Site Security Scanner.

The Barracuda Site Security Scanner requires one of the following:
Windows 10 or higher (64-bit only)
Windows Server 2016 or higher (64-bit only)

A working log in for Barracuda Cloud Control. Click here for help getting Barracuda Cloud
Control credentials.
The credentials of a domain admin with rights to access the domain you want to scan.

Important

The installer automatically installs the following:
Visual C++ Redistributable 2015-2022
Npcap and Nmap applications

A reboot is not required after install.
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