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The Dashboard section provides information on the total number of CSP violations detected by the
client browser(s), the total number of clients that violated the CSP policy settings, the total number of
web pages that were affected by the CSP violations, the list of CSP directives that were violated, and
the list of client browsers that detected the CSP violations.

Violations: Displays the total number of CSP violations detected by the client browser(s).
Clients: Displays the total number of clients that violated the CSP policy settings.
Pages Impacted: Displays the total number of web pages that were affected by the CSP
violations.
Violations Directives: Displays the list of directives that encountered the violations.
Client Browsers: Displays the list of client browsers that detected the CSP violations.
Sources: Domains where CSP violation was observed.
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