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Barracuda CloudGen Access (CGA) can integrate with Barracuda  Incident Response to better protect
your users from receiving malicious or suspicious emails.  

You can configure Incident Response to work together with CGA on incident remediation. To do so, in
your Incident Response account, enable the Block all user web traffic for domains contained in
links feature (see User-Reported Emails).  This action creates new exceptions in CGA that block web
traffic from the domains contained in an incident email (per domains you have added on the Web
Security > Domains page).

These new CGA exceptions are Block rules for All_Team on the Web Security > Policies page and
will be labeled as having been created by Incident Response. For details about creating policies,
see How to Configure Web Security Policies.
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