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When first configuring the Onsite Manager scan options, the initial scan must be run manually and it
may take some time before the results appear, depending on the number of devices being scanned.

When the scan completes, check to make sure that each discovered device has at least one
management protocol (WMI or SNMP) enabled. This allows Onsite Manager to accurately identify a
device.

To avoid any issues with discovery, you must do one of the following:

Enable WMI or SNMP on each managed device.
Assign static IP addresses to devices that do not have a management protocol enabled.
Assign unambiguous DNS names to the device so that it is uniquely reverse resolvable.

Any or all the above actions will help Onsite Manager intelligently classify unique devices.

To run a network scan manually

In Service Center, click Configuration > Site Management.1.
In the Site Name column, click the site for which you want to perform a network scan.2.
Click the Network Discovery tab.3.
In the Network Scan (Local Network) section, click Scan Now.4.
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