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How to Create a SAML Endpoint in Microsoft Azure and Basic User

Connectivity & Personal Security Configuration

https://campus.barracuda.com/doc/98223662/

For Barracuda SecureEdge User Connectivity & Personal Security, you must configure a SAML
endpoint in Microsoft Azure. In order to save the SAML configuration in Barracuda SecureEdge, you
must also provide basic configuration details for User Connectivity & Personal Security.

Step 1. Create a SAML Endpoint in Microsoft Azure

1. Log into the Azure portal: https://portal.azure.com

2. In the left menu, click All services and search for Microsoft Entra ID.

3. Click Microsoft Entra ID.

4. In the left menu of the Microsoft Entra ID blade, click Enterprise applications.

fnome >

cudazure | Overview
(i) |

4

+ add v 5 Manage tenants  [7 What's new &5 Preview
@ oOverview
— : ® az ive Director E . L m =}
I Preview features Azure Active Directory is now Microsoft Entra ID. Learn more
A Diagnose and solve problems Overview Monitoring Properties Recommendations
Manage =
9 2 Search your tenant

i Users

Basic information
& Groups
BE External Identities Name cudazure

Tenant ID 4c2ceelc-97ca-4f42-882a-6acf44978369

. Primary domain cudazure.onmicrosoft.com

& Delegated admin partners
™ N License Microsoft Entra ID Free
i Enterprise applications

Alerts

5. The Enterprise applications blade opens. Click Overview.

Home » cudazure | Enterprise applications > Enterprise applications

22 Enterprise applications | All applications

cugazure

= Mew application 'T_:' Refresh < Download (Export

Overview

View, filter, and search applications in your organization that

#. Diagnose and solve problems The list of applications that are maintained by your organizat
Manage P Search by application name or object ID Appl
g2 Al applications 0 applications found

T
Private Network connectors Name v ObjectID

6. In the Overview blade, click New application.
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Home > cudazure | Enterprise applications > Enterprise applications

T Enterprise applications | All applications

cucazure

“ I T Newapplicationl ':_) Refresh

Overview

O overview View, filter, and search applications in you
b4 Diagnose and solve problems The list of applications that are maintainac
Manage £ Search by application name or object
f Al applications 0 applications found

) Name T Object 1D
©0  Private Network connectors + )

7. The Browse Microsoft Entra Gallery blade opens. Click Create your own application.

Home » cudazure | Enterprise applications > Enterprise applications | All applications >

Browse Microsoft Entra Gallery

| Create your own application | 9\'7 Got feedback?

The Microsoft Entra App Gallery is a catalog of thousands of apps that make it easy to deploy and configure singl
their apps. Browse or create your own application here. If you are wanting to publish an application you have dev

R search application | single Sign-on : All User Account Management :

8. Enter the name of your application, and select Integrate any other application you don't
find in the gallery (Non-gallery).

Create your own application X

R'j Got feedback?

What's the name of your app?

I Campus-saml /I

what are you looking to do with your application?
O Configure Application Proxy for secure remote access to an on-premises application

O Register an application to integrate with Azure AD (App you're developing)

| @ Integrate any other application you don't find in the gallery (Non-gallery)

We found the following applications that may match your entry
We recommend using gallery applications when possible,

fucampes OU Campus

9. Click Create.
After the application is successfully deployed, it automatically opens the Overview blade of the
created application.
10. In the left menu, select Properties.
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Home

Campus-Saml | Overview

Enterprise Application

H overview Properties
Deployment Plan Name @
K Diagnose and solve problems mpittracher-sami D
Application ID
Manage
d7d43b7e-3478-4116-b525.. D
I} properties | s =
ObjectiD @
& owners | 2260010

dl. Roles and administrators .
Getting Started
& Users and groups
D single sign-on
B Provisicning @ 1. Assign users and groups
[

Provide specific users and groups access

B Apticatioh picyy to the applications

C self-service Assign use

and groups

Security
4. Conditional Access

i

% Conditicnal Access
Secure access to this application with a

o i . ¥
i+ Permissions customizable access policy.

© Token encryption
Activity
3 sign-in logs

@l Usage & insights

B Audit logs Sign in charts have moved!

2. Set up single sign on

Enable users to sign into their application
using their Azure AD credentials

5. Self service

Enable users to reguest access to the
application using their Azure AD
credentials

I The new Insights view shows sign in info along with other useful application data. View insights

11. In the Properties blade, disable Assignment required and click Save.
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Home » mpittracher-saml

il Campus-Saml | Properties

Enterprise Application

B overview

Deployment Plan

/. Diagnose and solve problems
Manage

i Properties

]

Cwners

Roles and administrators

Be

B

Users and groups

0]

Single sign-on
% Provisioning
B! Application proxy

C  Self-service

Security

& Conditional Access
i%s Permissions

@ Token encryption
Activity

3 sign-in logs

fil Usage & insights
B Audit logs

& Provisioning loas

12. In the left menu, click S

X Discard @ Delete R'j Got feedback?

View and manage application settings for your organization. Editing properties like display information, user sign-in
settings, and user visibility settings requires Global Administrator, Cloud Application Administrator, Application
Administrator roles. Learn mare.

If this application resides in your tenant, you can manage additional properties on the application registration.

Enabled for users to sign-in? (@ Mo \I
Name* ) | mpittracher-saml |

Homepage URL @

https://accountactivedirectory.windowsazure.com:444/applications/de...

Loge @

Select a file

User access URL (@

https://myapps.microsoft.com/signin/d7d43b7e-a478-4116-b525-7fda.. ) |

Application 1D (D d7d43b7e-a478-4116-b525-7fda88f51a2d

22e901d4-20b7-4069-8414-e4¢1703d0e33

ObjectiD @

Terms of Service Url (D Publisher did not provide this information

Privacy Statement Url @ Publisher did not provide this information

Reply URL (@ | Publisher did not provide this information

Assignment required? @ ( ves m'

Visible to users? (O - - )

Notes @

}ngle sign-on.

13. The Single sign-on blade opens. Select SAML.
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Home > Enterprise applications > Campus-SAML-Endpoint
3 Campus-SAML-Endpoint | Single sign-on
Enterprise Application
« - .
Select a single sign-on method Helpn

# Overview

Deployment Plan

Manage ® Disabled
Single sign-on is not enabled. The user
Il Properties won't be able to launch the app from
My Apps.
S Owners

&k Roles and administrators (Preview)

£& Users and groups

3 single sign-on

& Provisioning G SAML
Rich and secure authentication to

i Application proxy applications using the SAML (Securty
Assertion Markup Language) protocol.
C  self-service

Security

@& Conditional Access

=] .
s Permissions

. Password-based
@ Token encryption

Password storage and replay using a
web browser extension or mobile app.
Activity

3 sign-ins
A Usage & insights (Preview)
Audit logs
M Provisioning logs (Preview)
( O) Linked
Link to an application in the Azure

Active Directory Access Panel and/or
Office 365 application launcher.

14. The SAML-based Sign-on blade opens. Copy the Login URL.

;E Access reviews

How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security
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Home > mpittracher-saml >

Campus-Saml |SAML-based Sign-on

Enterprise Application

i Overview

Deployment Plan Token signing certificate

Status

A Diagnose and solve problems Thumbprint
Expiration

Mariage Notification Email

il Properties App Federation Metadata Url
Certificate (Base64)

& Qwners

Certificate (Raw)

i Federation Metadata XML
& Roles and administrators

&M Users and groups

3 single sign-on Required
Active
2 Provisioning Expired

i Application proxy

© self-service o

Set up mpittracher-saml

T Upload metadata file . Change single sign-on mode

Verification certificates (optional) (Preview)

R'j Got feedback?

Active
D994292775296E301850819A5C4265F255744CE2
5/22/2027, 10:02:49 PM
mpittracher@barracuda.com

| https://login.microsoftonline.com/4c2cee7c-97ca-.. D |

You'll need to configure the application to link with Azure AD.

| Login URL

| https://login.microsoftonline.com/4c2cee7c-97ca-... :jl

Security -
Azure AD |dentifier
& Conditional Access Logout URL

o i
izs Permissions

| https://sts.windows.net/dc2ceeTc-87ca-4f42-38ea.. D |

| https://login.microsoftonline.com/4c2ceec-97ca-.. D |

& Edit

& Edit

Test to see if single sign-on is working. Users will need to be added to Users and groups before they can sign in.

@ Token encryption e
Test single sign-on with mpittracher-saml
Activity
2D Ssign-i i . e
D sign-inlogs A Fill out required fields in Step 1
fill Usage & insights ‘ Jest ‘
E Audit logs

15. Click Edit next to Basic SAML Configuration.
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Home > mpitiracher-saml >

Campus-Saml |[SAML-based Sign-on

Enterprise Application

Overview

Deployment Plan

#. Diagnose and solve problems

Manage
! eroperties
& Owners

Reles and administrators

[

£ Users and groups
D

& Provisioning

Single sign-on

Application proxy

2
€ Self-service

Security

&

Conditional Access
Permissions

2
li

Token encryption

T Upload metadata file

2 Change single sign-on mode

;{7 Got feedback?

Set up Single Sign-On with SAML

An 550 implementation based on federation protocols improves security, reliability, and end user experiences and is easier to
implement. Choose SAML single sign-on whenever passible for existing applications that do not use CpenlD Connect or OAuth. Learn

more.

Read the configuration guide & for help integrating mpittracher-saml.

Basic SAML Configuration

Identifier {Entity ID)

Reply URL [Assertion Consumer Service URL)

Sign on URL
Relay State (Cptional)
Logout Url (Optional)

Attributes & Claims

Required
Required
Optional
Optional
Optional

A\ Fill out required fields in Step 1

givenname

surname
emailaddress

name

Unigue User Identifier

Lrser.giuenname
user.surname

user.mail
user.userprincipalname
user.userprincipainame

©

16. Click Add reply URL and paste the copied URL.

17. Open the SAML configuration on your Barracuda SecureEdge, and copy the Service Provider
Entity ID.

18. In the Basic SAML Configuration blade, click Add identifier and paste the copied ID.

s el )

Home > mpittracher-saml >

L]

Campus-Saml [SAML-based Sign-on

Enterprise Application

Overview
Deployment Plan more.

X Diagnose and solve problems

Manage
1l Properties

& Owners

& Roles and administrators
8 Users and groups

D single sign-on

@ Provisioning

¥ Application proxy

© Self-service

Security
& conditional Access
<. permissions

@ Token encryption
Activity

D sign-in logs

fill Usage & insights
B Audit logs

Provisioning logs -

T Upload metadata file

Basic SAML Configuration

Identifier (Entity ID)

Reply URL {Assertion Consumer Service URL)

Sign on URL
Relay State (Optional)
Logout Url {Optional)

Attributes & Claims

*D Change single sign-on mode = Test this applicat

implement. Choose SAML single sign-on whenever possible for existing applications that do n

Read the configuration guide & for help integrating mpittracher-saml,

Required
Required
Optional
Optional
Optional

A\ Fill out required fields in Step 1

givenname
surname
emailaddress

name

Unigue User Identifier

SAML Certificates

Token signing certificate
Status

Thumbprint

Expiration

Notification Email

App Federation Metadata Url
Certificate (Base64)

Certificate (Raw)
Federation Metadata XML

Usergivenname
Usersumame

usermail
useruserprincipainame
useruserprincipalname

Active
DO94202775206E30185D819A5C426
5/22/2027, 10:02:48 PM
mpittracher@barracuda.com

htpsi/login.microsaftenline.com/s

Basic SAML Configuration X

&7 Got feedback?

@ Want to leave this preview of the SAML Configuration experience? Click here to leave the preview. —

Identifier (Entity ID)* ©®
The unique ID that identifies your application to Azure Active Directory. This value must be unique across all applications in
your Azure Active Directory tenant, The default identifier will be the qudience of the SAML response for IDP-initiated SSO.

Default

http://sso.barracudafirewalllocal/a3838c730f-4702680616-7a700b3fa499 v

Add identifier

Reply URL (Assertion Consumer Service URL) * @
The reply URL is where the application expects to receive the authentication token. This is also referred to as the Assertion

Consumer Service” (ACS} in SAML.

Index Default

[ 1@e ®

gin.mi line.com/4c2cee7c-97ca-4f42-88ea-6acf44978369/saml2

Add reply URL

Sign on URL (Optional)
Sign on URL is used if you would like to perform service provider-initiated single sign-on. This value is the sign-in page URL for
your application. This field is unnecessary if you want ta perform identity provider-initiated single sign-on.

[ Enter a sign on URL

Relay State (Optional) @
The Relay State instructs the application where to redirect users after uthentication is completed, and the value is typically a
URL or URL path that takes users to g specific location within the gppiication.

[ Enter a relay state

19. Click Save.
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20. Click X to close the Basic SAML Configuration blade.
21. In the User Attribute & Claims section, click Edit.

»

#®

QN $éea s e

W/

e & G B

Home > Campus-5aml >

Campus-Saml | SAML-based Sign-on

Enterprise Application

Overview
Deployment Plan
Manage

Il Properties

42 Owners

&b, Rales and administrators (Preview)
& Users and groups

3 single sign-on

& Provisioning

Application proxy

o

Self-service
Security

& Conditional Access
2. Permissions

© Token encryption
Activity

D sign-in logs

il Usage & insights
E Auditlogs

M Provisioning logs

i= Access reviews

T Upload metadata file

9 Change single sign-on mode

Set up Single Sign-On with SAML

Read the configuration guide & for help integrating Campus-Saml.

Basic SAML Configuration

Identifier (Entity 1D)

& Edit

Required

Reply URL (Assertion Consumer Se Required

rvice URL)
Sign on URL
Relay state
Logout Url

User Attributes & Claims

givenname

surname
emailaddress

name

Unigue User |dentifier

SAML Signing Certificate

Status
Thumbprint

Expiration
Motification Email

App Federation Metadata Url
Certificate (Basesd)

Certificate (Raw)
Federation Metadata XML

user.givennames
user.surname

user.mail
USEI.USEIQHI’][IpElHamE
user.userprincipalname

& Edit

Active

12/20/2025, 9:50:17 PM

https://login.microsoftonline.com/0.. D

Download
Download
Download

22. The User Attributes & Claims blade opens. Click Add a group claim.

»

Home > Campus-Saml > SAML-based Sign-on >

User Attributes & Claims

Add new claim Ceolumns P? Got feedback?

Required claim
Claim name

Unique User Identifier (Name D}

Additional claims

Claim name

httpy//schemas.xmlscap.org/ws/2005/05/identity/claims/emailaddress

http://schemas.xmlsoap.org/ws/2005/05/identity/claims/givenname

http://schemas.xmlsoap.org/ws/2005/05/identity/claims/name

http://schemas.xmlsoap.org/ws/2005/05/identity/claims/surname

x

Value

user.userprincipalname [nameid-for.. ***
Value

user.mail e
user.givenname e
user.userprincipalname e
user.surname e

23. The Group Claims blade opens. Select Security groups and click Save.

How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security 8/16
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Group Claims X

Manage the group claims used by Azure AD to populate SAML tokens issued to your app

Which groups asscciated with the user should be returned in the claim?

O Mone

O Groups assigned to the application

Source attribute *

| Group 1D e

Advanced options
|:| Customize the name of the group claim

Mame (required)

Mamespace (optional)

Emit groups as role claims &

24. Click X to close the User Attributes & Claims blade.

Home > Campus-5aml > SAML-based Sign-on

User Attributes & Claims

Add new claim Columns Q'j Got feedback?

Required claim
Claim name Value

Unigue User Identifier (Mame 1D) user.userprincipalname [nameid-for... *=*

If the number of groups a user is in exceeds a certain limit (150 for SAML, 200 for JWT)
then an overage claim will be added, the claim sources pointing at the graph endpoint
containing the list of groups for the user. (For detailed information, see Claims in SAML
tokens in the Microsoft documentation.) The firewall does not use this link to extract user
groups and therefore generates a "DENY: Group did not match" security entry in the VPN
logs in this case, as no group policy containing a group filter will match. This can be
avoided by creating a group filter, preventing Microsoft from sending a link pointing to the
groups. For more information, see Configure group claims for applications by using
Microsoft Entra ID.

25. In the SAML-based Sign-on blade, click Download to download the Federation Metadata

XML.

How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security 9/16
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*

®

~
-

@Il & a a

o & O $

Home > Campus-5aml| >

Campus-Saml | SAML-based Sign-on

Enterprise Application

# Overview
Deployment Plan
Manage

il Properties

& Owners

&, Reles and administrators (Preview)
£ Users and groups
D single sign-on

& Provisioning

£ Application proxy
G Self-service
Security

& cConditional Access
5 Permissions

© Token encryption

Activity

D sign-inlogs

fifl Usage & insights
W Auditlogs

- .

M Provisioning logs

Access reviews

T Upload metadata file

2 Change single sign-on mode

Set up Single Sign-On with SAML

Read the configuration guide o for help integrating Campus-Saml.

Basic SAML Configuration

Identifier (Entity 1D) Required
Reply URL (Assertion Consumer Se Required
rvice URL)
Sign on URL
Relay State
Logout Url

User Attributes & Claims

givenname
surname
emailaddress

user.givenname
user.surname

user.mail
user.userprincipalname
USEI.USEIprI’][IpElHamE

name
Unique User Identifier

SAML Signing Certificate

Status Active
Thumbprint
Expiration 12,/20/2025, 9:50:17 PM

Notification Email

& Edit

& Edit

& Edit

App Federation Metadata Url

| https://legin.microsoftonline.com/0...

™

Download
load

Certificate (Basedd)
Certificate (Raw)
Federation Metadata XML

Note that some browsers m_ight block the *.xml file.
26. Save the file to your local machine.

Step 2. Basic Configuration in Barracuda SecureEdge

1. Go to https://se.barracudanetworks.com/ and log in with your existing Barracuda Cloud Control
account.
2. Go to Infrastructure > Settings.

How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security
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B e

= &

%

Infrastructure 4

Edge Services

Sites

loT

VM Activation

Settings

3. The user configuration window opens. Specify values for the following:

o

Enable Site Autentication - Click to enable. Site authentication allows devices

physically located within the network to authenticate against the Barracuda SecureEdge

service to enforce Security Policies.

Client Network - Enter the network used for the clients.

Pool Bitmask - Enter the bitmask of the network pool to allocate to each VPN access

point.
Barracuda Networks recommends you to allocate an address space that is twice as
large as the number of desired clients because the client network is automatically
divided into pools. The pools are assigned equally to the gateways and must
therefore be sized according to the largest number of clients. For example: If you
have 2 gateways in 2 regions, and a large headquarters and a small branch office,
both will receive an equal number of pools. For this reason, the client network must
be sized according to the size of your headquarters location.

Primary DNS - Enter a primary DNS address for the VPN clients to use or leave blank to

use the standard configuration.

Secondary DNS - (optional) Enter a secondary DNS address for the VPN clients to use.

DNS Suffix - Enter a DNS suffix to be used for the VPN client network.

User Connectivity Routing - Select either Internal Network or Internet Access from

the drop-down menu. The option Internal Network routes only the networks learned via

BGP through the SecureEdge gateway , and the option Internet Access sends all traffic

through the gateway. Internet Access can be used to inspect all traffic by SecureEdge.

Enterprise App Federation Metadata Url* - Paste the App Federation Metadata

Url retrieved in Step 1.

How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security 11/16
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Point To Site

5 @ Enable User Connectivity E

@ Enable Site Authentication

CLIENT NETWORK CONFIGURATION

The Client Network is used to assign IPs to clients that connect via User Connectivity. It is divided into pools that are then distributed to the Edge Services and sites. Sites are provided one pool for each User
Connectivity enabled static WAN. Edge Services are automatically provided multiple pools depending on their deployed Scale Unit.

3 @ Client Network * 17216.0.0/8

This Client Network provides at least 254 client connections per Edge Service/site.

@ User Connectivity Routing
4. Click Save.

5. Stay in the user configuration window, and scroll down to AZURE AD INTEGRATION.
6. Click Download CSV.

AZURE AD INTEGRATION

To configure Users, you must connect SecureEdge to your Azure AD Enterprise App, by exchanging metadata below.

@ service Provider Metadata [l

Q Enterprise App Federation https:fazure.com/T-12345678/
Metadata URL*

To use Site Authentication and User/Group rules in Security, you must configure and sync your Azure AD into your Barracuda Account here. Instructions for setting up Azure AD in Barracuda can be found here.
@ Allowed VPN User Group

USER ENROLLMENT

User Connectivity needs to be enabled for user enroliment.

=

7. Save the file to your local disk.

Step 3. Finalize SAML Configuration in Microsoft Azure

Log into the Azure portal: https://portal.azure.com

In the left menu, click All services and search for Microsoft Entra ID.

Click Microsoft Entra ID.

In the left menu of the Microsoft Entra ID blade, click Enterprise applications.
In the Enterprise applications blade, click All applications.

Click on the application you created in Step 1, e.g., Campus-SAML-Endpoint.

In the left menu, click Single sign-on.

The Single sign-on blade opens.

Click Upload metadata file.

CooNODURWNE
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Home > Enterprise applications > Campus-SAML-Endpeint >

Campus-SAML-Endpoint | SAML-based Sign-on P

Enterprise Application

« 7 Change single sign-on mode  #= Test this application
B Overview o
Basic SAML Configuration .
Deployment Plan & Hdit
Identifier (Entity ID) Required
Manage Reply URL (Assertion Consumer Se Required
n - rvice URL)
Il Properties sign on URL Optional
28 Cwners Relay state Optional
Legout Url Optional

4t Roles and administrators (Preview)

10. Select the file downloaded in Step 2 and click Add.

Home > Enterprise applications > Campus-5AML-Endpaoint >

Campus-SAML-Endpoint | SAML-based Sign-on X

Enterprise Application

T Upload metadata file 2 Change single sign-on mode Test this application
# Overview

Upload metadata file.
Deployment Plan P
Values for the fields below are provided by Campus-SAML-Endpoint. You may either enter those

values manually, or upload a pre-configured SAML metadata file if provided by Campus-SAML-

Manage
Endpoint.

i Properties

2 Owners | serviceProviderMetadata.xml |

&l Roles and administrators (Preview)

H% Users and groups e ||
User Attributes & Claims / cdit

D Ssingle sign-on !

P givenname user.givenname

11. Click Save.
How to Create a SAML Endpoint in Microsoft Azure and Basic User Connectivity & Personal Security 13/16
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Basic SAML Configuration

PTVI Got feedback?

Identifier (Entity ID) * @
The default identifier will be the audience of the SAML response for IDP-initiated 550

Default

| http://sso.barracudafirewall.local fwvi-BEG-TUE

-]

Reply URL (Assertion Consumer Service URL) = ©
The default reply URL will be the destination in the SAML response for IDP-initiated S50

https://127.0.0.2/5hibboleth.sso/SAML2/POST

Default

Sign on URL ©®

Enter a sign on URL

Relay State @

Enter a relay state

Logout Url &

| Enter a logout url

12. Close the Basic SAML Configuration blade.
You are now back in the Single sign-on blade.

13. Click Download to download the Federation Metadata XML file and save it to your local

machine.
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Home > Default Directory > Enterprise applications > Campus-5aml| >

Campus-Saml | SAML-based Sign-on

Enterprise Application

T Upload metadata file ) Change single sign-on mode & Got feedback?

B overview

Deployment Flan Set up Single Sign-On with SAML
Manage Read the configuration guide o for help integrating Campus-Saml.
ill Properties
o Basic SAML Configuration 7 edit
8 Owners '
. Identifier (Entity ID) http://sso.barracudafirewall local/wi-BEG-1UE

&, Roles and administrators (Preview) Reply URL (Assertion Consumer Service URL)  Required
. Users 2nd groups Sign an URL Optional

Relay State Optional
3 single sign-on Logout Url Optional
% Provisioning
£ Application proxy o User Attributes & Claims 2 s
G seff-senice givenname user.givenname

) sumame user.surmame

Security emailaddress user.mail
& Conditional Access name N user.userpr\nc!palname

Unigue User Identifier user.userprincipalname
% Permissions Group user.groups
@ Token encryption
Activity SAML Signing Certificate £ it
3D sign-inlogs Status Active

Thumbprint
fill Usage & insights Expiration 12/20/2025, 9:50:17 PM

Notification Email
@ Auditlogs
& 9 App Federation Metadata Url | https://login.microsoftonline.comyi n
& Provisioning logs Certificate (Bases4) Download
= A B Certificate (Raw) Download
o Accessreviaws Federation Metadata XML ad

Further Information

e For more information on Personal Access and Site Authentication, see Point-to-Site.
e For more information on allowed VPN users and groups, see How to Configure Allowed VPN User

Groups.
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