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The BOT PROTECTION section provides information on the bots that attempted to access the
application, the geographical origin of the bot requests, the top five (5) devices, the IP addresses the
bot requests originated from, and the top five (5) bot categories and bots.

e Bot Traffic - Displays the traffic trend for good and bad bots.

* Origins - Displays the geographical location where the bot requests originated from. Hover
over the map to view the number of bot requests originating from a particular region/country.

* Bots by Category - Displays the bot requests that are categorized based on their behavior

¢ Automated Bot Challenges - Displays the number of Captcha challenges presented to
requests, and the outcome of the challenge as success or failure.

* Top 5 Devices - Displays the top five (5) device types that are identified based on the client
fingerprint.

e Top 5 IP Addresses - Displays the top five (5) client IP addresses where the bot requests
originated from.

e Top 5 Bot Categories - Displays the top five (5) bot categories that are identified and
categorized based on their behavior.

* Top 5 Bots - Displays the top five (5) client fingerprints identified as bots.
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# BOT CATEGORY REQUEST COUNT # BOT COUNT
1 Advanced Bot 425 1 Unknown 383
2 Known Violator 28 2 g_ab895b48e8123cf00ch292f58b2d221 14
3 Uncategorized 21 3 g_448b2101c2af40186876949d9771312f 8
4 Browser Integrity 20 4 g_ceb4817ec71de8b7878b977989188ca8 6
5 g_4397742371bbe1c7afeed5a972021857 5
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