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https://campus.barracuda.com/doc/98225906/

IP addresses are automatically added to the Block List if they fail a DDoS-related validation, like a
Brute Force or Slow Client policy. If you feel an IP address has been added in error, you can remove it
from the block list. If you trust the IP address, you can choose to add it to your Allow List, so it is not
blocked again.
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