
PERSONAL USE

B Y O D
Many companies allow employees to use their smartphones, laptops,  

tablets and other devices for work-related purposes. This policy, called 

Bring Your Own Device, or BYOD, is designed to benefit employees and  

employers. But did you know that using a personal device can introduce  

security risks to your company network and critical data if you’re not careful?
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U
SE CYBERCRIMINALS LURK A CYBER ATTACK ON YOUR PERSONAL DEVICE CAN 

IMPACT YOUR BUSINESS NETWORK IF YOU’RE NOT 
CAREFUL. K E E P  T H E  T W O  S I D E S  S E PA R AT E .

Build a strong password by incorporating  
letters, numbers and special characters into it.

Steer clear of sites that offer you free streaming 
or downloads.

Be careful about the sites you visit. Many  
install malware without your knowledge.

CLICK T H I N K I N G

Never leave your device unattended when working in public, even for a moment. 

Be on the lookout for shoulder surfers—people who try to steal log-in information without your knowledge.
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Attackers will exploit vulnerable devices to gain access to personal and business data.
!


