
ROGUE DEVICES
Rogue Devices are those left behind by criminals that are 
designed to compromise your organization. 
 
They may be infected with malware, spyware or other  
technology intended to deceive and cause harm.

Be on the lookout for technology that doesn’t belong such 
as unfamiliar laptops, USB sticks or wifi access points!

If you see any of these, immediately alert your IT and 
security teams to investigate.

THE

usual

SUSPECTS

© 2018 BARRACUDA  PHISHLINE, LLC, ALL RIGHTS RESERVED.


