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TODAY, SCAMMERS CAN
. / SEND PHISHING EMAILS FROM
00" ., ANYWHERE IN THE WORLD

BUT THE DIRECTIVE: o
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MAY INCLUDE SPELLING
MISTAKES OR GRAMMATICAL
ERRORS

Importent account alert!
Click link immeidiately to
have no funds insufficient!!!

Hello, this is your Board
COMES FROM AN o Chairman. Please send our
UNLIKELY SENDER bank log-in credentials to

the link below immediately.

IS ADDRESSED TO
‘UNDISCLOSED RECIPIENTS’
OR HAS NO ADDRESSEE
WHATSOEVER

PHISHING EMAILS

Hey there! It’s me again,
hoping to trick you into

opening the email | just

sent your way.

Perhaps you’ve seen it?
The subject line was a
real attention grabber.
And if you opened it,
you might have seen an
offer for something that
sounded too good to

be true.

This time it was a free
time share for a month!
Next time, | might
pretend to be your CEO
and demand you send
our tax ID numbers to
our overseas partners
right away.

Of course, none of these
promises or demands
are real. But that’s how
phishers like me work.

So go ahead and click

that link—if you want to
make my day!




