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Forward Looking Statement
This product roadmap, including the functionality discussed herein, 
represents Barracuda Networks current product direction. All information 
provided on this presentation is provided for INFORMATIONAL 
PURPOSES ONLY and should not be relied upon or construed as a 
binding commitment. All products and features will be offered on a 
when-and-if available basis. Actual feature development and timing of 
releases will be at the sole discretion of Barracuda Networks. Not all 
features are supported on all platforms.

Contents of this roadmap are subject to change without notice at the 
sole discretion of Barracuda Networks and Barracuda Networks will have 
no liability for delay in the delivery or failure to deliver any of the 
products or features described herein.



 How did we do?



 

How we did
Email Protection DNA

Essentials 70% YoY growth

Sentinel 417% YoY growth

Over $2M for Sentinel in August

PhishLine 100%+ YoY growth

Email over $200M in total

NetSec and AppSec passed the 
$100M mark

CloudGen Firewall 23% YoY growth

4 deals over $1M

First $5M+ deal

Backup over $100M in total



 Why are we here?



 

Create and deliver innovative 
security products that are easy to 

buy, deploy, and use.

OUR MISSION
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 Digital transformation



 

Digital transformation

Customer experience

Operational process

Business model

MobileCloud IoT

1

Social Media AI/MLBig Data



 

Done WellDone Poorly

Cloud is the engine of digital transformation



 Digital transformation



 Our digital transformation journey



 FRAG and LOFT



 

Fragmentation



 

Lack of Freakin’ Talent

2.93 
million

74%

Source ISC2



 

Evolving threat vectors
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Evolving threat vectors

1970s 1980s 1990s 2000s Present Day

Phreaking
Trojans, 
Viruses, 
Worms

Identity 
Theft 
and 

Phishing

Global Scale 
Cyber Attacks, 
Cyberwarfare, 
Botnets, DoS



 Data privacy and compliance



 Protect it or else…



 

Multi-Vector Attack

Reconnaissance
Lateral

Movement
Malware

Installation
Damage, Deface,

or StealCompromise Obfuscation



 

A delicate balancing act

Data

Compliance

Constraints

LOFT and FRAG

Risk
Digital 

Transformation

Security

Threat Landscape



 

Our approach
Security

Risk

Constraints

Deliver a focused set of differentiated, 
high impact security, risk and

compliance solutions…

…made consumable and delivered in a 
cloud and services first manner 

Data



 Innovation



 Who knew??



 When do you pull the goalie?



 

Pulling the goalie

Source: Pulling the Goalie: Hockey and Investment Implications – Clifford Asness, Aaron Brown, 2018

When Typical Optimal

Behind by 1 goal Less than 2m left



 

Pulling the goalie

When Typical Optimal

Behind by 1 goal Less than 2m left At 6m 10s left

Source: Pulling the Goalie: Hockey and Investment Implications – Clifford Asness, Aaron Brown, 2018



 

Pulling the goalie

When Typical Optimal

Behind by 1 goal Less than 2m left At 6m 10s left

Behind by 2 goals Less than 3m left

Source: Pulling the Goalie: Hockey and Investment Implications – Clifford Asness, Aaron Brown, 2018



 

Pulling the goalie

When Typical Optimal

Behind by 1 goal Less than 2m left At 6m 10s left

Behind by 2 goals Less than 3m left At 13m left

Source: Pulling the Goalie: Hockey and Investment Implications – Clifford Asness, Aaron Brown, 2018



 

“Pull the goalie but be wise enough to know 
the disagreeableness is not a matter of 
temperament. It is a choice.

Malcolm Gladwell
Revisionist History



 

Three disciplines of security

Prevention Detection Response



 

The disintegration of the perimeter

Apps

On Premises 
Data Center

Some SaaS

HQ

App

Hybrid

HQ

Public Cloud
& SaaS

HQ
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Public Cloud 
“All-in”



 

The disintegration of the email gateway

Internet
Email

Gateway

Good

Bad Corporate
Inbox

Business Email Compromise

Service Impersonation

Extortion

Purchased
Credentials

ATO



 

Evolution of Three disciplines of security

Prevention Detection Response

Deeper into 
infrastructure Data-Driven Automation and 

Orchestration



 

Money flowing into detection and response 
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 Bringing it all together



 

Orchestrating our portfolio
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Orchestrating our portfolio
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Building for the future
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Barracuda Product Strategy

Threat Intelligence Data Lake
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 Moving forward



 



 

Next steps
In the absence of a strategy or a plan one will be provided 
for you… usually by your competitor
Know where you are:
• Email Threat Scan
• Data Protection 
• Cloud Assessment
• Web Application Scan
• CloudGen Firewall 8.0

72-hour rule



Thank you


