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Email Protection

Overseeing your company’s Security Awareness effort is a significant responsibility that’s not without 

its challenges. We’re pleased to provide the following insights to help make the job a little easier.
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Last Call for Benchmarking!

Time’s running out to participate in the October benchmarking 
campaign. The best part is it’s free to all Barracuda PhishLine 
clients! Contact support or your consultant for details.

Localized Content is Here

A new category of translated emails that have been vetted and 
reviewed for authenticity by individuals in foreign markets is now 
available in the Content Center. Look for the Localized Content 
category to access this new—and growing—collection of material.

Small Changes—Better Experience

If you’ve visited your instance lately, you may have noticed some 
updates, like a streamlined log-in page and more analytics around 
email usage. We hope these ongoing enhancements help you 
make the most of your training efforts.

Add Fun This Month With a Learning Game!

Cybercrime doesn’t pay but employees can learn from it by 
playing our Click Thinking games, ‘Who’s In?’ and ‘It’s Here, It’s 
There, It’s Ransomware’. These choose-your-own-adventure style 
games let players assume the role of a cybercriminal and create 
their own pathways to success—or failure. 

October is Cybersecurity Awareness Month

We’ve added lots of additional content to our Click Thinking 
bundle so you can make the most of Cybersecurity Awareness 
month, including:

• Security awareness screensavers 
• A :30+ second video with six tips to recognize phishing emails 
• Usual Suspects training cards to help recognize scammer tactics

And, of course, our benchmarking campaign will also take place. 
Make sure you take advantage of all we have to offer!

Talk to us!

Your feedback is important to us and we welcome the 
opportunity to hear your thoughts about the Barracuda 
PhishLine experience. If you have input to share, please 
email it to: ddillman@barracuda.com.


