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Email Protection

When the job of ensuring your company’s cybersecurity safety rests on your shoulders, you need all 

the help you can get. We’re pleased to provide these updates to help make your job a little easier.
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Conquering the 13 Email Threat Types  
We’re going all out to help you conquer the top email threats to 
businesses today. It starts with our new ebook, 13 Email Threat 
Types to Know About Right Now, and includes:

• 13 new quick launch campaigns in the Barracuda PhishLine 
platform that address each threat (available October 2020).

• A new Click Thinking bundle that tackles spam, one of the most 
familiar, yet misunderstood, threat types.

• Insights into using this content to improve your company’s overall  
  information security stance. 
 

It’s our way of helping you fortify your organization against cyber- 
threats. If you have questions contact Barracuda Support.

Still Time to Sign Up for October Benchmarking  
Sign up now for the October Benchmarking campaign to make 
sure your company is included in this important effort to help 
organizations assess how vulnerable front-line employees are to 
email phishing attacks. 

By simulating a real phishing campaign for all participants, 
benchmarking lets you find out safely and securely where your 
company stands and compares to industry standards. This way you 
can mitigate risk and fortify your overall information security stance! 
Contact Barracuda Support to sign up by October 9, 2020!

Fighting COVID-19 Related Phishing Scams

While the COVID-19 pandemic has brought out the best in many, 
scammers are using the pandemic to exploit companies through 
a variety of phishing attacks. To help fortify your business against 
these threats, Barracuda PhishLine is adding new content weekly 
that mimics popular coronavirus-related scams. 

The search term COVID will reveal several emails available in 
the PhishLine tool you can use to test your employee’s ability to 
spot a scam. For assistance with any of these, contact Barracuda 
Support. 

Talk to us!

Your feedback is important to us—and we welcome the 
opportunity to hear your thoughts about the Barracuda 
PhishLine experience. If you have input to share, please 
email it to: phishline.feedback@barracuda.com.
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