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Puzzling Development 
Knowing what to look for in a phishing 
email is key to fortifying your front-line 
employees against cyberthreats.  
 
Our latest training exercise reinforces  
key clues in an engaging find-a-word 
puzzle format. Make ‘Looking Phishy’  
part of your employee training, available 
now in the content center and check 
out all the exercises we have that make 
training fun!

NEW THIS MONTH

New Training Reminder Template  This convenient feature  
gives campaign managers the ability to use a separate email  
template when sending automated training reminders.

 
Sub Domain Support  You may now delegate sub domains in 
email addresses and as the web server for landing pages. This 
is an effective way to simulate business email compromise and 
account takeover threats.  
 
Cookie Utilization Authorization  Admin users are now prompted 
to accept the use of cookies on the administrative UI. They may 
also opt out of non-essential tracking and marketing cookies.

We continue to develop more localized phishing emails from the 
world’s top brands and services, including: 
 
• Traditional and Simplified Chinese emails for the Asian Market

• Emails for Mexico, Argentina, Columbia, Peru and Brazil 

When in the Content Center use the International Brands and  
Services filter to search and find these email templates. 
 
Real World Threats 
To create an authentic training experience, we provide many  
safe versions of emails flagged by Barracuda Network Security 
solutions. These range from simple phishing scams to sophisticated 
business email compromise and spear phishing attacks.  
 
You can find them all in our extensive Real World Threats category. 
Check it regularly as new threats are always being added.

CONTENT CENTER

QUICK TIP

Here’s something you may not know about the typical phishing 
email that shows up in your inbox: 
 
• It’s routed through three to four countries before arriving 
• An email detection classifier can identify how many countries 
• This way you can see if an email is suspicious 
• The insightful Barracuda Networks blog here explains it all 
 

Need help? We’re just a keyboard, click or call away!
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