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Inviting employees to play Reel Phishy is easy. Just locate the 
game in the Barracuda PhishLine Content Center by choosing 
Training and searching the Name drop down in the left-hand 
column.  

When it appears, click the box, 
hit Refresh and follow the steps 
outlined here to set up your 
training campaign using the  
Reel Phishy Training Invite  
email template.  

If you need further assistance, 
don’t hesitate to contact 
Barracuda Support. 

• Hold a game day once a quarter where everyone plays to-
gether. Encourage employees to create teams and circle back
afterwards to discuss what was learned.

• Designate a game master who coordinates play dates across
the organization via Zoom.

• Award participants with company merchandise, such as t-shirts
or caps, for participating.

• Hold a post-game recap to reward employees for playing an
important role in protecting the organization.

• Search Barracuda Campus training for additional content that
reinforces concepts covered in the game and share them with
employees.

KEYS TO A SUCCESSFUL GAME LAUNCH

We understand that training can be taxing for employees.  
That’s why we offer several engaging game formats to choose 
from and are continually developing more. If there’s a game you’d 
like us to consider, let us know. We’d love to hear from you!

Have a game idea? Contact us! 
product support 

Scene from Fetch a Phish, available now in 
the Content Center
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• Unsubscribe links should be treated like any other link: with 

suspicion unless you’re certain it’s from a legitimate source.

• Clicking a malicious unsubscribe link and providing your email 

address lets scammers know your account is active, setting you 

up for further phishing attempts. Clicking can also download 

spyware, ransomware and other harmful payloads.

• If you’re unsure if an unsubscribe link is legitimate, hover your 

mouse over it to reveal the web address. If it’s misspelled or 

unfamiliar, it’s likely a link to a malicious page that scammers use 

to collect information for future phishing scams.

• If the unsubscribe link is illegitimate, mark the email as spam 

using your email’s interface. This will flag future emails and 

prevent them from making their way to your primary inbox.

• An even simpler way to avoid malicious unsubscribe links is to 

ignore or delete emails that arrive in your inbox unsolicited, or 

ones that arrive with overly enticing or urgent subject lines. These 

are classic scammer tactics that play on your emotions. Don’t be 

fooled—if something clearly needs your attention, the provider 

will reach out to you by phone or letter.

• Many companies use a legitimate email service called 

SafeUnsubscribe. A link with this trademarked (®) name at the 

bottom of the email can be considered safe, and hovering over 

the link beforehand should reveal the legitimate address. If not, 

do not click the link as it’s been compromised by scammers. 

• Unsubscribing to text messages can also be deceiving. If you’re 

confident the sender is legitimate, you can reply to the sender’s 

opt out prompt.

• If you’re not sure if the sender is legitimate, or if the text message 

is clearly spam, some phone carriers allow you to opt out by 

copying the message and texting it to 7726 (SPAM on your phone  

buttons). You’ll then receive an automated message prompting 

you to enter the number from which the text was sent so that 

future efforts can be blocked.

All clicks are created equally, right? Wrong—in fact scammers have learned that using unsubscribe links in 

legitimate looking phishing emails are an effective way to fool targets. Learn how to protect yourself here.

Spotlight

You may not be able to stop unsolicited emails and 

texts, but before you unsubscribe know the risks!

Click Thinking Spotlight
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Reel Phishy Training Invite email

ADDITIONAL TIPS

https://www.barracuda.com/support



