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Email Protection

A First for PhishLine Users 
Now you can train your employees to 
recognize the 13 most prominent email 
security threats with an interactive 
infographic.  It starts with a puzzle that 
comes to life once the last piece is in 
place.  Users can then access videos 
and samples to learn about spam, 
business email compromise,  
malware and more. Just search  
13 Threats Infographic in the content 
center to access this new training tool today!
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NEW THIS SUMMER

Blog: Business Email Compromise scams have proven highly 
effective for scammers n 2021. Covid-19 scams have also spiked 
as scammers leverage consumer anxiety over the disease. Learn 
more about these trends in the Barracuda Networks blog here. 
 
Infographics: A new Where Did the Click Come From infographic 
is now available. This insightful visual identifies each potential 
point where a click on a simulated phishing email can occur—and 
answers the question you may have considered during the course 
of your simulated campaigns. In addition, a new Travel Security in-
fographic outlining how to stay safe while on the road for business 
or pleasure is also ready to use. You can find both infographics in 
pdf format in the downloadable Click Thinking bundle.

In addition to interactive infographics, we’ve added lots more con-
tent to turn employees into a strong defense against cyberthreats: 
 • More ‘Is This a Phish?’ spot-the-clues training modules 
• Business and summer travel security infographic 
• Real world threats email templates featuring today’s latest scams 
• Translated emails for eastern European markets (coming soon)

 

CONTENT CENTER

QUICK TIP

Not sure where to go with your next simulated phishing campaign? 
Think like a cybercriminal and consult your company events calendar 
for inspiration. Having a softball tournament? An email requesting 
sizes for jerseys would get attention—and that’s how scammers work. 
For more inspiration and campaign ideas search Quick Launch  
campaigns or emails in the Content Center.

Need help? We’re just a click or call away.
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BLOG & INFOGRAPHIC SPOTLIGHT
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the Content 
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