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What's New

What’s New

Here’s a fresh look at the latest training Content:

June 2024

Real World Threat Emails

These emails are based on emails flagged by Barracuda security and other real-world samples. Search for them by name in the SAT tool.

Tractor Supply Winner

i

YOU ARE OUR WINNER!

Reward: Yeti Crossroads
Backpack

A delivery fee may apply
Customer number:

#483723850193

Click Here To Claim

This content is neither endorsed, nor sponsored, nor affiliated with Tractor
Supply Co. Tractor Supply Co. is the registered owner of logos and trademarks.
This contentis for education purposes only.

Instagram Connections Reduction

CFO Leak

Hey {email:firstName},

This landed in my inbox and I'm pretty sure it's not intended for me. It's a doc from the CFO on financials,
blah, blah, blah, but some of the numbers are freaking me out. Have a look and let me know if you can
make sensc of it.

2024 QTRKPI update

Instagram is changing the way you connect.

While Instagram values connections more than anything, we also
understand that some ast longer than others. In an effort to support
connections that mean the most to our community, we are launching
2 campaign to optimize your connections list by limiting the number
of friends you can interact with to 200.

What this means to you.

Beginning today we will evaluate connections lists for inactivity.
Those you haven't messaged, liked or interacted with for the past six
months will be marked for deactivation. You will have an opportunity
to approve or deny any deactivations, however, and you can check
your lst at the link below.

Check which will be

We invite you to work with us as we implement this new feature.
Please feel free to share your thoughts in our connections forum,
where feedback will be used to refine our efforts. Thank you for
being a valuable part of our communty.

© 202 Instagram,

Facabook s he regsered cnmar of fogos and rademars.

Amazon Delivery Query
amazon
S~

Hi

Your package has been delivered!

How was your delivery?

& L2

It was great Not so great

Order #
111-4405709-7820213

Track your package

Retun or replace items in Your Orders.

This email was sent from a notification-only email address that cannot accept
incoming email. Please do not reply to this message

©2019 Amazon.com, Inc. o its affiates. Al rights reserved. Amazon, Amazon.com,

and the Amazon.com logo are registered trademarks of Amazon.com, Inc. or its
affliates. Amazon.com, 410 Terry Avenue N., Seattle, WA 98109-5210
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Al Policy Update

Team,

Artificial Intelligence (Al) is a growing field that many of our associates have been inquiring about. In
response, we have developed some guidelines for using Al to facilitate our jobs. The document enclosed
at the link provided here covers P ications for AL

- HR and Benefits

- Compensation

- Hiring and Staffing

- External Marking and Comunicaiton
- Accounting

- Compliance

Please review the policy and confirm your acceptance at your earliest convince. Questions? Direct them to
your supervisor. Thank you.

More on next page.
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Lifestyle Bundle: Flexible Work Arrangements

A guide to training content that focuses on flexible work arrangement information security safety. Available in the May 2024 Click Thinking
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Managing Risk in a FlexWork Environment

Flexible work location arrangements introduce a range of cybersecu-
tity isks that organizations must address to protect sensitive data and
maintain operational integrity. As employees access corporate net-
works from diverse locations and devices, the attack surface for cyber
threats has expanded significantly.

Employees working from home may rely on personal Wi-Finetworks
that lack robust security measures, making them vulnerable to cy-
ber-attacks. Personal devices used for work purposes may ot have
the same level of security controls as corporate-managed devices,
increasing the risk of malware infections and data breaches.

The increase in email and messaging communication has led to a
surge in phishing attacks, as cybercriminals exploit remote work
scenarios to trick employees into divulging sensttive information. In ad-
dition, the risk of accidental or intentional data leakage is heightened
when employees handle sensitive information outside the controlled
office Finally, inadequate

can lead to unauthorized access to corporate resources, particularly if
employees reuse passwords across multiple accounts

To offset these risks, encourage employees to use strong, unique
passwords for their home Wi-Fi networks and enable WPA3 encryption.
Ensure that all remote access to corporate networks is conducted
through a virtual private network (VPN] to encrypt data transmission

Implement endpoint protection solutions on all devices used for work,
including anti-malware and firewall software. Require MFA for access-
ing corporate resources to add an extra layer of security beyond pass-
words. Finally, conduct regular cybersecurity training for employees to
recognize and respond to phishing attempts and other cyber threats

Lifestyle Bundle

Build Your Own FlexWork Bundle

The modules below address a wide range of information security
issues associated with flexible work location arrangements,
Available in the Content Center now, Just search them by number
to make security awareness top of mind!

Working From Home AT03A-6
Tips to help protect your company from cyberthreats when
working at home.

WORKING FROM HOME

Bring Your Own Device A103A-2

An introduction to the risks of using one device for personal
and business use.

Professional Networking AI03A-1
Tips for protecting yourself and company when networking
with professionals beyond the office.

effectively.
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