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QR Code Animated Training

QR codes can be security risks if users fall prey to malicious ones 
created by scammers. Protect your employees and organization 
with our QR Code Safety and Advanced QR Code Safety ani-
mated training modules available in the Content Center. Covering 
fundamental concepts and new information, these recent adds to 
our expanding training catalog shed light on the risks of using QR 
codes and how to mitigate them. 
 
Real World Threat Email Simulations 

Each year criminals devise new ways 
to compromise defenses with  phishing 
emails and social engineering scams. 
To stay ahead we continually develop 
email simulations with real-world roots 
to help you prepare your employees 
for potential attacks. Use the Real World Threats filter in the Con-
tent Center to access them all. Or click the What’s New icon on the 
Security Awareness Training dashboard for the most recent ones. 

AI-Aided HR Scams on the Rise 
 Scammers are Increasingly using AI to phish employees with 
emails that appear to come from Human Resources. These can 
be especially effective this time of year when organizations  
distribute tax forms containing sensitive information.  
 
To help steer clear of these threats, our latest content bundle 
includes everything you need to fortify your employees through 

comprehensive security awareness training: 

• New HR Impersonation Scams animated training module  
  available with or without quiz that tests employee’s knowledge.

• New infographic highlighting how scammers use AI to craft  
  convincing communications from HR and other divisions. 
 
Download everything today via the Security Awareness Training 
dashboard!

13 Email Threat Types You Can Learn From  

For an inside look at the breadth and scope bad actors will go to

compromise your network using email, check out Barracuda’s

13 Email Threat Types report. Part white paper, part infographic,

this informative, 15-minute read is tailor-made for busy information

security professionals. Download it today.
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