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VPN Performance Testing
Execute the performance tests and collect system information as described in the step-by-step instructions on Barracuda Campus. Copy and paste the output for each variable in the text boxes below.
Setup and Step-by-Step Instructions
Follow the instructions in the best practice article on Barracuda Campus: 
Best Practice - VPN Performance Testing

Check ISP Link Speed
Collect the following information from both firewalls.
Firewall 1
Copy and paste the values from the output of the operation in the text box:
Speedtest output
Click or tap here to enter text.
Firewall 2
Copy and paste the values from the output of the operation in the text box:
Speedtest output
Click or tap here to enter text.
Ping Firewall to Firewall
Copy and paste the values from the output of the operation in the text box:
Ping firewall to firewall
Click or tap here to enter text.
Ping Test Client to Test Client
Copy and paste the values from the output of the operation in the text box:
Ping Test Client to Test Client
Click or tap here to enter text.
Test VPN Tunnel TCP Traffic Throughput
Copy and paste the values from the output of the operation in the text box:
VPN TCP iperf (fw1 to fw2) 
Click or tap here to enter text.
VPN TCP iperf (fw2 to fw1) 
Click or tap here to enter text.
Test VPN Tunnel UDP Traffic Throughput
Copy and paste the values from the output of the operation in the text box:
VPN UDP iperf (fw1 to fw2) 
Click or tap here to enter text.
VPN UDP iperf (fw2 to fw1) 
Click or tap here to enter text.
(Virtual and Public Cloud Only) Test Hardware Capabilities
Collect the following information from both firewalls.
Firewall 1
Copy and paste the values from the output of the operation in the text box:
Cryptoctrl output
Click or tap here to enter text.
Firewall 2
Copy and paste the values from the output of the operation in the text box:
Cryptoctrl output
Click or tap here to enter text.
Collect Additional System Information
Collect the following information from both firewalls.
Firewall 1
Copy and paste the values from the output of the operation in the text box:
ktina_prof output
Click or tap here to enter text.
acpf_prof output
Click or tap here to enter text.
Firewall 2
Copy and paste the values from the output of the operation in the text box:
ktina_prof output
Click or tap here to enter text.
acpf_prof output
Click or tap here to enter text.
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