
Barracuda SSL VPN

Administrative Interfaces 1 / 3

Administrative Interfaces
https://campus.barracuda.com/doc/39815977/

The Barracuda SSL VPN uses two administrative interfaces: the appliance web interface and the SSL
VPN web interface.

Appliance web interface

You can access the appliance web interface at either of the following IP addresses:

https://<configured IP address for the Barracuda SSL VPN>:8443 or
http://<configured IP address for the Barracuda SSL VPN>:8000

This interface listens on port 8000 (HTTP) or 8443 (HTTPS). Log into this interface to configure all non-
user facing options including network configuration, clustering, firmware upgrades, and Energize
Updates. The default login credentials for the appliance web interface are:

User: admin
Password: enter the serial number of your Barracuda SSL VPN.

The default password is intended for initial access only. You must change it once you have
configured your Barracuda SSL VPN. For more information, see Step 5 in Barracuda SSL VPN Vx
Quick Start Guide.

SSL VPN web interface

You can access the SSL VPN web interface at:

https://<configured IP address for the Barracuda SSL VPN>

This interface listens on port 443 (HTTPS). Log into this interface to configure all settings for the SSL
VPN service. It also includes all user facing settings and functionalities. The SSL VPN web interface
can be used in two modes. You can switch between both modes by clicking the link in the upper right
of the web interface: 

Manage System – Manage VPN access to the system.
Manage Account – Manage the account settings.
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The default login credentials for the SSL VPN web interface are:

User: ssladmin
Password: enter the serial number of your Barracuda SSL VPN.
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