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With access control lists, you can either allow or deny access based on source and destination. You
can use either the predefined applications or a custom application. For more information on custom
applications, see  Policies and  How to Create Custom Applications .

Before You Begin

If you want to select users or groups in the policies, you must first connect your Azure Active
Directory. For more information, see How to Connect Your Azure Active Directory with
Barracuda Cloud Control.

Create an ACL

Open https://cloudgenwan.barracudanetworks.com/  and log in with your existing Barracuda1.
Cloud Control account.
Go to SECURITY > SITE ACL.2.
To create a new rule, click  ADD RULE .3.
The Add New Rule window opens. 4.

Specify values for the following:
Scope – Select the scope of this rule from the drop-down menu.
Name – Enter a name.
Description – Enter a description.
Action – Specify the action.

In the SOURCE CRITERIA section:
Type – Select a source type. You can choose between IP/Network, Site,
User/Group, and User Connectivity (VPN). If you want to select users or groups
in the policies, you must first connect your Azure Active Directory. For more
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information, see How to Connect Your Azure Active Directory with Barracuda Cloud
Control.
IP/Network – Enter the IP address or network, and click +.

In the DESTINATION CRITERIA section:
Type – S elect a destination type. You can choose between Application,
IP/Network , Site , User/Group , and User Connectivity (VPN) .
Application – Select an application.
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Click SAVE.5.

Select the Default Action

You can configure the Site ACL to either block or allow traffic by default. 

Open https://cloudgenwan.barracudanetworks.com/  and log in with your existing Barracuda1.
Cloud Control account.
Go to SECURITY > SITE ACL.2.
In the SETTINGS section select the default action.3.

Further Information

For more information on User and Groups, see How to Connect Your Azure Active Directory with
Barracuda Cloud Control.  
For more information on User Connectivity, see User Connectivity & Personal Security.
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