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How to Verify Enrolled Devices and Users

https://campus.barracuda.com/doc/98225254/

The SecureEdge Manager displays all enrolled devices with respect to each user in the selected
workspace. An enrollment link is sent to the user via email. After the user enrollment process is
complete, the device automatically appears in the Cloud Ul. The single user can enroll multiple

devices on the same token, and a separate row is provided for each device. An un-enrolled user
cannot use their existing enroliment link to re-enroll.

Verify Enrolled Devices

1. Go to https://se.barracudanetworks.com/ and log in with your existing Barracuda Cloud Control

account.
2. Select the workspace your device is enrolled in.
3. In the left menu, click the Access icon and select Enrolled Devices.
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The Devices page opens. All enrolled devices deployed in the selected workspace are

Settings

displayed. You can see that your device is enrolled. For example, in this case, a Windows device

is enrolled, running on a Dell XPS notebook.

Zero Trust Access » Devices

USER EMAIL DEVICE BRAND DEVICE MODEL OPERATING SYSTEM OS VERSION ENROLLMENT DATE

Alice Warden alice@companyazure.on. samsung SM-AS36B Android 14.0.0 2024-04-17 08:06

Alice Warden alice@companyazure.on. LENOVO ThinkPad ES80 Windows 10.019045.4046 2024-04-17 08:06

Bob Smith bob@companyazure.on. | Dellinc. XPS Windows | 10.0.22631.3235 2024-04-17 08:06

It is recommended to unenroll or remove old entries from the Devices page because
enrolled devices can sometimes be counted multiple times.

For example, if you uninstalled the SecureEdge Agent on your device without manually
unenrolling it and then you try to re-install the Agent, it must be re-enrolled and will
display as a new entry on the Devices page.
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4. To get more detailed information about a user and devices, click Edit columns.

ZeroTrust Access > Devices

USER

Alice Warden

Alice Warden

Bob Smith

EMAIL

alice@companyazure.on

alice@companyazure.on

bob@companyazure.on

DEVICE BRAND
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5. The Edit Visible Columns page opens. Select the field names you wish to display the columns

for.
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6. Click Save.
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Remove an Existing Enrolled Device

1. Go to https://se.barracudanetworks.com/ and log in with your existing Barracuda Cloud Control
account.
2. Select the workspace you want to remove an existing enrolled device from.
3. In the left menu, click Access and select Enrolled Devices.
The Devices page opens. All devices enrolled in the selected workspace are displayed.
4. To remove an enrolled device, click on the trash can icon next to the enrolled user.

ZeroTrust Access > Devices

USER

Alice Warden

Alice Warden

Bob Smith

EMAIL

alice@companyazure.on

alice@companyazure.on

bob@companyazure.on
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DEVICE BRAND
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The Delete Device page opens.

Delete Device

Are you sure you want to delete this device?

5. Click OK.

(Optional) Verify Enrolled Users in Barracuda Firewall Admin

1. Open the Barracuda Firewall Admin application.
2. Select Firewall in the login window.
3. Provide Management IP, Username, and Password.

Barracuda CloudGen Firewall
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4. Go to Firewall > Live. You can see the user and application context.

Barracuda Firewall Admin 9.0 - reot @ CGF-MBERGER-05 - Firewall / Live

10.17.88.208
CGF-MBERGER-05
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